Not everything is as it seems

Trusting everything you see in an email is no different:

- Microsoft is not giving $1 million for forwarding the email
- Do not open any attachments you are not expecting, even if they are coming from someone you trust.
- Do not click on html links in suspicious looking emails
- Do not "unsubscribe" when you receive spam email
- Be suspicious of emails asking you to log into an account to "validate" your account, especially if it is a financial institution.